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PTLF 2022 Speaker Bios 

Bolanle Akinrimisi 

 

Bolanle Akinrimisi, is a Focus Group Leader of Cyber & Tech claims team at 
Beazley. Bolanle is experienced in data privacy and cyber security matters, 
including guiding policyholders through immediate and comprehensive responses 
to data breaches and network intrusions.  She is experienced managing claims and 
regulatory investigations arising out of privacy breaches.  Additionally, Ms. 
Akinrimisi has experience managing claims arising out of Tech E&O, Intellectual 
Property, Media and Advertising liability. Prior to joining Beazley, Ms. Akinrimisi 
spent approx. three years at another major insurance company handling E&O 
claims for lawyers, insurance companies, insurance agents, miscellaneous 
professional liability and cyber. Prior to entering the insurance industry, Ms. 
Akinrimisi was a practicing attorney in New York City at a plaintiffs’ law firm, 
focusing on medical malpractice and a former Assistant District Attorney for Kings 
County. 

Paul Arne 

 

Paul H. Arne is the Senior Partner and Chair of the Technology Transactions 
Practice at Morris, Manning & Martin. Mr. Arne founded and chairs the firm’s 
Open Source and Social Media practice groups. He represents technology 
companies, from technology startups to large end users, with a particular 
emphasis on strategic relationships, outsourcing matters, international 
transactions, open source software, software as a service, internet, privacy, 
university technology transfer, and revenue recognition issues.  

Paige Backman 

 

Paige Backman is a partner at Aird & Berlis LLP and the Chair of the firm’s Global 
Privacy & Data Security Group and Co-Chair of the Technology Group. Paige has 
developed expertise in data protection and technology related matters and is a 
prominent legal practitioner in these fields. Paige counsels multinational and 
domestic entities on compliance with Canadian privacy laws and cyber security, 
including cyber terrorism, preventing and managing data breaches, obligations on 
breach notification and processes surrounding complaints and investigations 
relating to breaches. Paige has been recognized in The Best Lawyers in Canada for 
her expertise in Privacy and Data Security Law, and in The Canadian Legal Lexpert 
Directory as a leading lawyer in the area of Data Protection & Privacy.” 

https://www.linkedin.com/in/bolanle-akinrimisi-esq-30328973/
https://www.linkedin.com/in/paularne/
https://www.linkedin.com/in/paige-backman-6403875/
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Jason Bernstein 

 

Jason Bernstein is a partner and co-chair of the Data Security and Privacy group at 
the law firm of Barnes & Thornburg. Jason has been practicing law for 37 years. He 
is the Chair of this year’s Privacy & Technology Law Forum, and is the current Vice-
Chair of the Privacy & Technology Law Section of the Georgia Bar. 

He is paid to be psychotic, neurotic, and paranoid about his client’s data security. 
He thinks about what can go wrong, what the threats are, and how to prevent 
breaches. He helps his clients anticipate the bad things, and advises them on what 
they can do to prevent them from happening. But, if things do go wrong, he knows 
from experience how to handle the situation.  

He works with clients to proactively improve data security risk management and 
develop policies and procedures for incident response. Jason helps companies 
assess whether they need to comply with GDPR, CCPA, and other emerging 
requirements. He works with companies after a data breach to evaluate the 
situation, notify affected individuals and agencies, and guide the company in 
communications to minimize effects on brand reputation.  

Jason also drafts and negotiates technology-related agreements with an aim 
toward minimizing exposure to risk and liability while streamlining the contracting 
process to reduce the time to close deals that are critical to the bottom line. He 
typically handles over 150 agreements each year. He has worked on many M&A 
transactions, focusing on due diligence and drafting in the technology, IT, 
intellectual property, and data privacy areas. 

Jason is a frequent speaker nationally to various organizations and conferences on 
how companies can respond to emerging cybersecurity threats, improve their risk 
management, and more effectively negotiate agreements with customers and 
vendors. 

https://www.linkedin.com/in/jasonabernstein/
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Janine Bowen 

 

Bowen is a top-level technology law strategist and negotiator with more than 30 
years of experience with technology companies, on both the business and legal 
sides. With her background as a project manager, technology consultant and 
engineer, plus a decade-long tenure working in technology companies, Janine has 
always operated at the intersection of technology, data and value creation. She 
has negotiated more than $1 billion in strategic technology transactions and is 
known for her ability to get landscape-changing technology deals done. 

Janine co-leads both the Privacy Governance and Technology Transactions and the 
Digital Transformation and Data Economy teams. Additionally, she serves as the 
Atlanta and Orlando Digital Assets and Data Management Leader. 

With deep technology experience, Janine is a pragmatic and seasoned professional 
who counsels clients in matters regarding digital transformation, or the use, 
licensing, acquisition and commercialization of technology and intellectual 
property, including matters regarding healthcare technology and privacy and data 
protection. Always on the front lines of industry innovation, her comfort with 
complex issues makes Janine a trusted advisor for clients negotiating strategic 
technology-related deals, as well as those in need of cost control and strategic 
growth advice. 

Janine is also well-versed in areas of privacy and cyberlaw. With her depth in 
transactional privacy, she advises clients on the most effective contractual 
frameworks to achieve their privacy objectives inside the business and with 
vendors and business partners. 

As former Chair of the Technology Law Section of the Georgia Bar (now the Privacy 
and Technology Law Section) and former Co-Chair and a faculty member of the 
Practicing Law Institute’s program “Cloud Computing: Key Issues and Practical 
Guidance,” she is often called on to speak to the latest industry trends and best 
practices. 

https://www.linkedin.com/in/jdabowen/
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Will Bracker 

 

Will Bracker, CIPM, is Corporate Counsel, Privacy for Cox Communications,  Will 
oversees his clients’ privacy programs, working closely with business partners and 
information security teams on policy, processes, training, incident response, 
compliance programs and risk assessments. He also handles daily legal counseling 
on a variety of privacy and security issues.  Prior to entering the practice of law, he 
worked in all areas of the software development lifecycle for more than two 
decades.  Will holds a BSM from Georgia Tech and a JD from Georgia State.  He is 
the immediate past Chair of the Privacy and Technology Section of the Georgia Bar 
and is an adjunct professor at Georgia State University College of Law, where he 
teaches Privacy Law, Cybersecurity Law, and Media and Communications Law. 

John Brigagliano 

 

John Brigagliano is an associate at Kilpatrick Townsend & Stockton, LLP. John 
focuses his practice on data privacy compliance, biometric technologies, e-
commerce, electronic signatures, technology licensing and procurement, and 
cross-border transactions. In particular, John structures data privacy compliance 
strategies and efficiently resolves CCPA and GDPR compliance hurdles for 
companies across a variety of industries.  

David Cole 

 

David Cole is a partner in the law firm of Freeman Mathis & Gary, LLP and is Chair 
of the firm’s Data Security, Privacy & Technology practice group. David is a 
Certified Information Privacy Professional (CIPP/US) who represents organizations 
of every size and in every industry in their data security and privacy legal issues. 
His work includes comprehensive legal service in pre-breach compliance and 
preparedness, incident response and breach coaching, and defense of regulatory, 
third-party, and Tech E&O actions. 

David earned his undergraduate degree in Business, with a concentration in 
Information Systems, from the University of Washington, where he graduated 
magna cum laude and With Distinction from the University Honors Program. He 
then earned his law degree from Wake Forest University School of Law, where he 
was a member of the National Moot Court team and Student Trial Bar, and was 

https://www.linkedin.com/in/willbracker/
https://www.linkedin.com/in/john-brigagliano-24772053/
https://www.linkedin.com/in/coleda/
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selected to the National Order of Barristers. He is a frequent author and speaker 
and has received a number of accolades, including being honored as a “Georgia 
Trailblazer” in Data Security & Privacy Law by The National Law Journal, being 
designated three times as a “Super Lawyer” by Law & Politics and Atlanta 
Magazine, and being selected in 2021 and 2022 as a “Litigation Rising Star” by 
Benchmark Litigation. 

Jodi Daniels 

 

Jodi Daniels is Founder and CEO of Red Clover Advisors, a privacy consultancy, that 
brings data privacy strategy and compliance together with its flexible and scalable 
approach that simplifies data privacy complexity, refines, updates or builds privacy 
structure, and makes both the business and the legal issues accessible and 
actionable for all. Jodi is a Certified Informational Privacy Professional and serves 
as the outsourced privacy office for companies.  

Jodi is a national keynote speaker, co-host of the She Said Privacy / He Said 
Security Podcast, and also has been featured in The Economist, Forbes, Inc., 
Authority Magazine, ISACA, and more. Jodi holds a Masters of Business 
Administration and a Bachelor of Business Administration from Emory University’s 
Goizueta Business School.  

Eden Doniger 

 

Eden Doniger is General Counsel & Chief Compliance Officer, BitPay.  Eden has 20 
years of experience as a lawyer and legal executive (including at a Fortune 100 
company and in private practice at top law firms).  Since 2019, she has overseen 
legal and compliance for BitPay, the world’s leading cryptocurrency payments 
company. 

https://www.linkedin.com/in/jodihoffmandaniels/
https://www.linkedin.com/in/edendoniger/
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Christopher “Todd” 
Doss 

 

Christopher “Todd” Doss is a Senior Managing Director at Ankura with more than 
35 years of experience in law enforcement. Todd is a senior executive with proven 
ability to lead global security, criminal, counterterrorism, counterintelligence, 
cyber, and intelligence operations in high-risk, complex environments. He has 
Assisted organizations to understand how effective their cybersecurity programs 
are relative to their risk profile, the context of their cybersecurity program 
imperatives, and how to target and achieve the maturity level to which they 
aspire. Provide cybersecurity services that help clients develop right-sized maturity 
targets, create practical strategies to meet those targets, and develop and 
implement the policies, procedures, and controls as the essential building blocks. 
Leading over 1,500 cyber incident response and investigations into a wide array of 
active and emergent cyber security threats. Todd’s experience enables him to 
provide cybersecurity risk management leadership in the development of security 
policy and IT project management and implementation.  

Laura Gardner 

 

Laura Gardner is Senior Corporate Counsel in Microsoft’s Office of Data Protection, 
where she leads engagement with data protection regulators around the world. 
Laura joined Microsoft from WarnerMedia, where she was privacy counsel for the 
WarnerMedia News & Entertainment division, including CNN, Bleacher Report, 
and HBO, among other properties.  Prior to that role, Ms. Gardner was a senior 
attorney with the U.S. Department of Commerce, focusing on international trade 
in services, including the EU-U.S. Privacy Shield, e-commerce and privacy.  Laura 
studied International Affairs at the University of Chicago, and earned her J.D. at 
the University of Virginia School of Law and her M.A. in International Law and 
Economics at the Johns Hopkins University School of Advanced International 
Studies.   

Erin Gertsenzang 

 

Erin Gerstenzang founded EHG Law Firm, which is located in Atlanta, Georgia. She 
provides client-centered legal services to clients facing DUI, serious traffic, drug 
and alcohol-related offenses. She was recognized by the ABA’s Legal Technology 
Resource Center as one of the honorees of the Women in Legal Tech 2019 and was 
named as one of the Fastcase 50 in 2018. She is on the ABA TECHSHOW Planning 
Board and she co-founded Atlantalegaltech.com. She chairs the Judicial 
Recommendation Committee of the Georgia Association of Criminal Defense 
Attorneys and she serves on the State Bar of Georgia’s Disciplinary Rules and 
Procedures Committee. In 2020 was recognized by Law.com’s Daily Report as one 
of the Best Mentors in Georgia. 

https://www.linkedin.com/in/christopher-todd-doss-900733116/
https://www.linkedin.com/in/christopher-todd-doss-900733116/
https://www.linkedin.com/in/laura-gardner-383b3311/
https://www.linkedin.com/in/eringerstenzang/
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Dorothy Giobbe 

 

Dorothy Giobbe is a skilled legal leader in the fintech and emerging technology 
space with an extensive track record of supporting innovative technology projects 
in the financial services industry. Dorothy has more than a decade of in-house 
legal experience as a trusted advisor to C-suite leadership regarding blockchain, 
distributed ledger technology (DLT), crypto assets, quantum computing, machine 
learning/artificial intelligence, biometrics/digital identity, cybersecurity, 
government relations, and bank regulation. 

Scott Godes 

 

Described as the “most interesting insurance lawyer in the world,” Scott Godes is a 
Chambers-rated insurance recovery attorney who has assisted clients recover 
more than $1 billion in insurance coverage.  He is a co-chair of his firm’s insurance 
recovery and counseling practice.  Scott focused his insurance recovery work on 
coverage for cybersecurity and privacy claims in 2008 and is one of the few 
lawyers in the country who has litigated the scope of insurance coverage available 
for data breach claims under cyberinsurance policies. He also has helped clients 
recover millions for data privacy incidents and cyberattacks under cyber, crime, 
CGL, first party property, and Tech E&O insurance policies, as well as in connection 
with professional liability claims. 

Kyle Gregory 

 

 Kyle Gregory advises clients across a variety of sectors on technology matters, 
with a focus on the complex issues which arise at the intersection of healthcare, 
technology, and privacy. Kyle helps clients with the acquisition and 
commercialization of technology without sacrificing their other, often equally 
important, obligations or objectives, such as ensuring the privacy and security of 
their information. 

https://www.linkedin.com/in/dorothy-n-giobbe-00b9031a/
https://www.linkedin.com/in/scottgodes/
https://www.linkedin.com/in/kyle-gregory-b1476022/
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Antonette “Toni” 
Igbenoba 

 

Toni Igbenoba is the Privacy & Ethics Associate Counsel at Upwork Inc. where she 
helps develop and refine Upwork’s data privacy, ethics, and anti-money laundering 
law compliance programs. She is a Certified Information Privacy Professional 
(CIPP/US) and a Certified Information Privacy Manager (CIPM) by the International 
Association of Privacy Professionals. Prior to this role, Toni worked at Ernst & 
Young where she advised companies on complex data privacy initiatives and 
issues, including state, federal, and international privacy law compliance, privacy 
by design, privacy program governance, privacy program assessment, policy 
implementation, and data breach response and management. Her experience 
spans multiple industries, including Technology, Communications, Finance and 
Manufacturing.  

Christopher Jeffery 

 

Chris Jeffrey is a partner in the London office of Taylor Wessing, and co-heads their 
international US Group. He specialises in advising multinational technology 
companies, especially those based in North America, and has a strong base of fast-
growing VC-backed businesses looking to expand internationally. Chris guides 
clients through complex contractual negotiations, data protection governance and 
compliance, and all areas of doing business online. His clients span the digital 
advertising, fintech, e-commerce, mobile, enterprise SaaS and high-end 
engineering sectors. Clients praise Chris’ practical and commercially-minded 
advice. 

Rose Jones 

 

Rose is a Partner and King & Spalding’s Global Director of e-Discovery Project 
Management and Technology and co-leads the firm’s E-Discovery practice which 
was identified as one of the top e-discovery and information governance practices 
in the country by Chambers USA and Legal 500. She has been ranked by Chambers 
USA as one of the nation’s top lawyers in e-discovery litigation practice. Her 
practice focuses on e-discovery with particular expertise in global e-discovery 
protocol development and implementation, international e-discovery issue 
counseling and guidance on selection and implementation of e-discovery 
technology. Rose has extensive experience representing clients as the lead e-
Discovery lawyer in complex investigations and litigations and serving as global 
eDiscovery counsel for clients providing strategic advice and oversight on all 
investigations and litigations. 

https://www.linkedin.com/in/antonette-igbenoba-esq-cipp-us-cipm-84303a138/
https://www.linkedin.com/in/antonette-igbenoba-esq-cipp-us-cipm-84303a138/
https://www.linkedin.com/in/chris-jeffery-0699095/
https://www.linkedin.com/in/rose-hunter-jones-ba91106b/
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Heather Kuhn  

 

Heather Kuhn is Senior Counsel at Freeman Mathis & Gary. She is a member of the 
firm’s Data Security, Privacy & Technology practice group. Heather assists clients 
in both proactive advisory and compliance efforts, plus jumping in to act as breach 
counsel during a security or privacy incident. Heather holds 2 privacy certificates 
(CIPP/US and CIPT) and is currently at Georgia Tech pursuing her Master of Science 
in Cybersecurity degree. She also co-teaches Cybersecurity Law and Privacy Law at 
Georgia State University College of Law. 

Johnny Lee 

 

Johnny Lee is a Principal and the national practice leader for the Forensic 
Technology practice of Grant Thornton LLP’s Forensic and Advisory Services. A 
management and litigation consultant and former attorney, he specializes in 
forensic investigations, data breaches, complex data analytics, computer forensics, 
and electronic discovery in support of investigations and civil litigation.  He also 
provides advisory services to organizations working to address complex 
CyberSecurity and Data Privacy issues. 

Jason Loring 

 

Jason Loring serves as Chief Privacy and Security Counsel for EY.  In this role, he is 
the lead data privacy, security and information protection lawyer in the U.S. and 
the Americas region (including Canada, Israel, Latin America and South America).  
Mr. Loring is the primary legal advisor on matters relating to data privacy, data 
protection, confidentiality, information technology and information security for EY 
in the U.S. and the Americas, and manages a team of data protection attorneys.  
Prior to this role, he handled privacy and security issues for the corporate services 
subsidiary of a major U.S. broker-dealer. 

Mr. Loring graduated from the College of Charleston with a B.A. in History, and he 
received his law degree from the Wake Forest University School of Law where he 
was a member of Law Review.  He joined EY in 2018 and was named to his current 
role in 2020. Mr. Loring is a Certified Information Privacy Manager, a Certified 
Information Privacy Professional/US, and a member of the Georgia state bar. 

https://www.linkedin.com/in/heatherkuhn-esq/
https://www.linkedin.com/in/johnnylee/
https://www.linkedin.com/in/jmloring/
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Roshal Marshall 

 

Roshal is Managing Chief Counsel, Global Privacy and Cybersecurity at McKesson 
Corporation, a Fortune 7 company, and one of the world’s largest providers of 
pharmaceuticals, medical supplies, health information technology products and 
services. At McKesson, Roshal leads a team of lawyers providing advice to the 
enterprise and affiliated business units on a broad range of privacy and data 
protection matters related to patients, consumer and workplace privacy, cyber 
security practices, data incident management, marketing, mergers and 
acquisitions, third-party agreements, and business transactions. 

Yasmine Murray 

 

As COO, General Counsel as well as Corporate Secretary, Yasmine S. Murray, Esq. 
directs and coordinates the activities of the H.J. Russell & Company’s various 
departments and collaborates with the CEO to formulate and administer the 
company’s policies across the organization and externally. She also ensures that 
Russell’s vision and goals are successfully executed. As the company’s General 
Counsel, she manages the firm’s legal affairs and works diligently to mitigate risk 
company-wide, with particular attention within the realm of real estate 
development and construction.  

Yasmine brings a strong commitment to Russell’s core values and a deep 
understanding of the unique legal issues it faces. She joined the company more 
than a decade ago moving up the ranks to assume the role as Corporate Counsel 
and Risk Manager before becoming General Counsel and Corporate Secretary.  

Yasmine earned her B.S. in legal studies, with a concentration in business 
administration, from Bay Path University and her J.D. from the University of 
Georgia School of Law. 

https://www.linkedin.com/in/roshal-erskine-marshall-a6120624/
https://www.linkedin.com/in/yasmine-murray-44745016/
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Faith Knight Myers 

 

Faith Knight Myers is currently the Privacy Officer for McKesson Corporation and 
the Senior Vice President, Compliance for the CoverMyMeds division of the 
company.  Prior to assuming these roles, she served as Lead Privacy Counsel for 
McKesson Corporation and Chief Counsel, Regulatory Operations, for the 
technology division of McKesson Corporation, where she provided legal guidance 
and support on a variety of health care regulatory matters.  

Faith started her legal career at Alston & Bird LLP and later joined Smith, Gambrell 
& Russell LLP, where she was a member of healthcare regulatory practice 
groups.  Just prior to joining McKesson, Faith served as an Associate General 
Counsel at Emory University/Emory Healthcare.   

Faith attended Dartmouth College and Tulane Law School.   She is a member of the 
Executive Leadership Council, Corporate Counsel Women of Color and the 
Marietta-Roswell Alumnae Chapter of Delta Sigma Theta Sorority, 
Incorporated.  She also serves as an officer and member of the Board of Directors 
of the International Association of Privacy Professionals and the Pro Bono 
Partnership of Atlanta. 

Mary Alexander 
Myers 

 

Mary Alexander Myers works closely with clients on a range of strategic 
technology transactions and cybersecurity and data privacy matters focused on 
protecting key intellectual property and data assets. She counsels clients on data 
privacy compliance, outsourcing and technology transactions, intellectual property 
licensing arrangements, and other related matters. Mary Alexander frequently 
advises clients on day-to-day operational issues relating to technology, intellectual 
property, social media, advertising, electronic commerce, and privacy. She has 
worked with a wide range of clients in various industries, including public 
companies, as well as growing technology-driven businesses and start-ups. 

https://www.linkedin.com/in/faith-knight-myers-5490239/
https://www.linkedin.com/in/mary-alexander-myers-44103b91/
https://www.linkedin.com/in/mary-alexander-myers-44103b91/
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Chris Owens 

 

Chris Owens is Managing Principal, Risk Management at Epic Brokers. Chris’ 
responsibilities for the Southeast Region include production forecasts, carrier 
planning and integration of the property & casualty sales force to meet local and 
national sales goals set by the Chief Sales Officer. Having over 37 years of 
experience in the Atlanta insurance market.  Chris is well versed in the design, 
implementation and maintenance of complex risk management programs for a 
multitude of industries: Utilities, Life Science, Healthcare, Automotive, Gaming, 
Technology and Global Staffing. Mr. Owens received his Bachelor of Science / 
Business Administration, Economics degree from Michigan Technological 
University in Houghton, MI. He continues to serve on regional advisory councils for 
many of the firm’s national insurance partners.  This allows for the brokers and 
carriers to collaborate on a multitude of issues facing the distribution force such 
as: Distress in cyber exposures, pressure to provide appropriate coverage for 
Directors and Officers with their management liability exposures and trends in 
professional liability coverage driven by material changes in customer contracts 
and service agreements. Chris has also been conferred the professional 
designations of: Certified Insurance Counselor (CIC) and Certified Risk Manager 
(CRM). 

Rasika Rathi 

 

Rasika Rathi has a J.D. from the University of Michigan and a B.A. in Economics 
from the University of California, Berkeley. She brings with her a strong 
background in law, finance, and enzymes. Prior to joining the Specialty Enzymes & 
Probiotics, she worked for many years at Allen & Overy, working on financial and 
general business litigation. Ms. Rathi joined Specialty Enzymes as Vice President, 
General Counsel and Secretary in 2013, where she focuses on mergers and 
acquisitions and strategic partnerships, strategic management of risk, efficient 
structuring of businesses and operations, and regulatory compliance.  She sits on 
the board of the publicly-traded parent entity, Advanced Enzyme Technologies 
Limited, as well as five of its subsidiaries.  

https://www.linkedin.com/in/cmowens/
https://www.linkedin.com/in/rasika-rathi-35b2a132/
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Brent Riley 

 

Brent Riley is a Managing Director at Ankura Consulting.  He leads the incident 
response teams for the Americas. Prior to joining Ankura, Brent worked as a 
cybercrimes special agent with the Ohio Bureau of Criminal Investigation and was 
a Detective with the Spotsylvania County Sheriff’s Office in Virginia. Brent holds 
multiple certifications and a master’s degree in Forensic Computing and 
Cybercrime Investigation from University College Dublin in Ireland. 

Ami Rodrigues 

 

Ami Rodrigues is Head of Global Privacy at Under Armour, where she leads the 
privacy team in operational privacy initiatives and regulatory compliance. Her prior 
experience ranges from advising government agencies, start-ups, and Fortune 100 
companies in securing digital assets, navigating a breach, creating data maps, 
counseling on regulatory inquiries and investigations, and advising on the impact 
of AI/ML in privacy. A graduate of The George Washington University and Emory 
University School of Law, Ami holds CIPP/US, CIPP/E, CIPM certifications from the 
IAPP as well as the Privacy Law Specialist designation between the IAPP and 
Georgia Bar. She also enjoys a really good taco.  

Cari Sheehan 

 

Cari Sheehan serves as a Professional Responsibility Counsel at Barnes & 
Thornburg, LLP.  She focuses her practice on legal ethics, professional 
accountability, and loss prevention.  Cari is dedicated to guiding attorneys through 
the challenges they face when managing and growing their legal practices.  She is 
a problem solver and consensus builder for all types of ethical situations.  Cari 
regularly drafts and reviews conflict waivers, engagement letters, outside counsel 
guidelines and other documents to ensure ethical compliance.  Cari counsels 
attorneys on bar admission, licensure and continuing legal education.  She is a 
frequent seminar speaker on legal ethics for the National Business Institute (NBI) 
and the Indiana State Bar Association.  In addition, Cari teaches legal and ethical 
courses at Butler University and IU Robert H. McKinney School of Law.  Regardless 
of the audience or challenge at hand, Cari performs her duties with tact in 

https://www.linkedin.com/in/brent-riley-147832a2/
https://www.linkedin.com/in/cari-sheehan-esq-7583ba3b/
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handling complicated issues, trustworthiness, sensitivity in stressful situations and 
honed skill in resolving ethical situations. 

John Story 

 

John Story is General Counsel and Chief Data Ethics Officer at Acoustic, where he 
leads the global legal and data stewardship functions for the company. A dual-
qualified (California and U.K.) attorney with extensive experience in complex, 
multi-national commercial and technology transactions, John helps guide 
companies’ data practices and legal policies. Prior to joining Acoustic, John served 
as Director of Commercial Operations and AGC at PAX Labs, Inc. and Associate 
General Counsel, International at GoPro, among other legal advisory roles. 

Kurtis Suhs 

 

Mr. Suhs serves as the Founder and C.E.O. for Cyber Special Ops, LLC, a cyber 
incident response company that provides its clients with Concierge Cyber®. 
Modeled after roadside assistance, Concierge Cyber is a low-cost membership that 
guarantees members emergency response to a cyberattack or data breach 
through a team of highly respected third-party service providers, on a pay-as-you-
go basis, at pre- negotiated and substantially discounted rates. Kurt has over 36 
years of experience in the insurance and financial services sectors and helped 
launch the first cyber insurance product in 1997, with INSUREtrust.com based in 
Atlanta. Prior to founding Cyber Special Ops, Kurt served as the Global Cyber Chief 
Underwriting Officer for 9 years at Ironshore Specialty Insurance, where he was 
responsible for innovating cyber insurance products and risk management 
solutions across all lines of coverage on a global basis. 

Amelia Vance 

 

Amelia Vance, a globally recognized expert in child and student privacy, is the 
founder and president of Public Interest Privacy Consulting, LLC. She advises 
government agencies, policymakers, companies, and other organizations on legal 
protections and actionable best practices to ensure the responsible use of child 
and student data. She is also an adjunct professor at Penn State Law. Amelia is a 
regular speaker at privacy and education conferences in the U.S. and abroad, has 
testified before Congress and several state legislatures, and has presented at 
events hosted by the U.S. Department of Education and the Federal Trade 
Commission. Amelia has published several resources on child and student privacy 
and is regularly cited in the press. She currently serves as part of the OECD expert 
working group drafting guidance for the updated Recommendation on Children in 

https://www.linkedin.com/in/john-story-47bab82a/
https://www.linkedin.com/in/kurtis-suhs-688a136/
https://www.linkedin.com/in/ameliavance/
https://publicinterestprivacy.com/
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the Digital Environment. She previously served as the vice president of youth and 
education privacy at the Future of Privacy Forum, where she advised and 
convened policymakers, academics, companies, and schools on child and student 
privacy issues and best practices. Amelia is a member of the Virginia State Bar and 
the International Association of Privacy Professionals.  

Amanda Witt 

 

Amanda Witt is a Partner in Kilpatrick Townsend’s Atlanta office and a co-leader of 
the Technology, Privacy & Cybersecurity Team. She is also a Certified Information 
Privacy Professional (CIPP/US and CIPP/E), as certified by IAPP. She advises clients 
on the areas of U.S., EU and global privacy, cybersecurity, technology transactions, 
e-commerce, outsourcing, licensing and procurement, manufacturing agreements 
for IoT devices, intellectual property protection, strategic alliances, software and 
mobile app development and licensing and cloud computing. She also serves as 
Secretary of the Privacy & Technology Section of the Georgia Bar and on the Board 
of the International Section of the Georgia Bar. 

Kate Yin 

 

Kate Yin is a partner at Fangda Partners where her practice focuses on data 
protection, government enforcement and regulatory compliance. Kate is highly 
sought after for complex privacy and data security cases.  Recent cases include 
defending a leading US company prosecuted for privacy infringement; defending a 
leading technology company prosecuted for cyber security crime. Kate has 
extensive experience in advising multinational companies and Chinese companies 
in establishing sophisticated compliance programs and conducting risk 
assessment, such as drafting and implementing global as well as China specific 
data protection compliance programs, conducting third party management and 
due diligence. Kate has been consistently ranked as band 1 lawyer for “Regulatory 
Compliance” and “Corporate Investigation/Anticorruption” among Chinese law 
firms by Legal500 and Chambers Asia. 

https://www.linkedin.com/in/awittdatalaw/
https://www.linkedin.com/in/awittdatalaw/
https://www.linkedin.com/in/yunxia-kate-yin-esq-cfa-65985a/
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Michael Young 

 

As Chair of the Cybersecurity & Privacy Practice at Morris, Manning & Martin, 
Michael Young advises clients on issues related to data privacy and protection, 
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